|  |  |
| --- | --- |
|  | Приложение 1 к приказу от 08.09.2022 года № 156«Об утверждении плана мероприятийи инструкций по информационной безопасностив МОБУ «Волховская средняя общеобразовательная школа № 7»на 2022 – 2023 учебный год». |

**ПЛАН мероприятий**

**по информационной безопасности детей**

**в МОБУ «Волховская средняя общеобразовательная школа № 7»**

# **на 2022-2023 учебный год**

|  |  |  |  |
| --- | --- | --- | --- |
| **№****п/п** | **Наименование мероприятия** | **Сроки** | **Ответственные** |
| **1. Создание организационно-правовых механизмов защиты детей от распространения информации, причиняющей вред их здоровью и развитию** |
| 1.1. | Разработка плана мероприятий пообеспечению информационной безопасности образовательной организации | сентябрь | Администрация учрежденияОтветственный сотрудник |
| 1.2. | Приведение локальных актов учреждения, регламентирующих работу в сети Интернет, в соответствие с действующим законодательством | по меренеобходимости(или 1 раз в пять лет) | Администрация учрежденияОтветственный сотрудник |
| 1.3. | Организация и проведение совещаний администрации учреждения по вопросаминформационной безопасности | Октябрь,апрель | Администрация учреждения |
| 1.4. | Организация и проведение «круглыхстолов», практикумов, тренингов для педагогических работников по вопросу обеспечения информационной безопасностиучастников образовательного процесса | В течение года | Администрация учреждения |
| 1.5. | Обеспечение прохождения педагогами учреждения курсов повышения квалификации по программам безопасного поведения детей в сети Интернет | В течение года | Администрация учреждения |
| **2. Внедрение систем исключения доступа н информации, несовместимой с задачами гражданского становления детей, а также средств фильтрации и иных аппаратно-программных и технико-технологических устройств** |
| 2.1. | Установка, настройка, проверка работоспособности и обеспечение бесперебойного функционирования программных средств контентной фильтрации в учреждении, обеспечивающих исключение доступа обучающихся к ресурсам сети Интернет, содержащим информацию, причиняющую вред их здоровью и (или) развитию. Развитие практики фильтрации по «белому списку» сайтов. | постоянно | Администрация учрежденияОтветственный сотрудник |
| 2.2. | Организация и проведение мониторинга реализации в учреждении мероприятий по ограничению доступа обучающихся к сайтам сети Интернет, содержащим информацию, причиняющую вред их здоровью и (или) развитию | ежеквартально | Администрация учрежденияОтветственный сотрудник |
| 2.3. | Тестирование качества работы средств контентной фильтрации | сентябрь,февраль, ежегодно | Администрация учрежденияОтветственный сотрудник |
| 2.4. | Контроль обеспечения информационной безопасности детей при использовании ресурсов сети Интернет. Мониторинг безопасности образовательной среды учреждения | октябрь, май,ежегодно | Администрация учрежденияОтветственный сотрудник |
| **3. Профилактика у детей и подростков интернет-зависимости, игровой зависимости и правонарушений с использованием информационно-телекоммуникационных технологий, формирование у несовершеннолетних навыков ответственного и безопасного поведения в современной информационно-телекоммуникационной среде через обучение их способам защиты от вредной информации** |
| 3.1. | Проведение профилактических разъяснительных мероприятий с несовершеннолетними и их родителями об ответственности за распространение информации экстремистского, порнографического и наркотического характера | постоянно | Администрация учреждения Ответственный сотрудникКлассные руководителиУчителя информатики |
|  | Проведение «Единого урока безопасности в сети Интернет и его мероприятий» | октябрь |
| 3.2. | Участие во Всероссийской акции «Час кода» | декабрь | Администрация учреждения Ответственный сотрудникКлассные руководителиУчителя информатики |
| 3.3. | Участие в проекте «Ленинградская область – территория безопасности» | сентябрь |
| 3.4. | Участие в мероприятиях международного проекта «Сетевичок» | В течение года |
| 3.5. | Участие в конкурсах по информационным технологиям | В течение года |
| 3.6. | Реализация дополнительной программы «Безопасность в сети Интернет» для обучающихся 2-11 классов с учетом уровней образования | В течение года |
| 3.7. | Участие в дистанционных конкурсах и олимпиадах по различным направлениям | В течение года |
| 3.8. | Участие во всероссийском онлайн-чемпионате «Изучи Интернет – управляй им!» | сентябрь,октябрь, ежегодно |
| 3.9. | Консультирование педагогами-психологами учреждения родителей обучающихся по вопросам профилактики компьютерной зависимости у детей и другим вопросам безопасного поведения в сети Интернет | постоянно | Ответственный сотрудникКлассные руководителиПедагог-психолог |
| **4. Информационное просвещение граждан о возможности защиты детей от информации, причиняющей вред их здоровью и развитию** |
| 4.1. | Наполнение сайтов учреждения информационными и рекомендательными материалами о защите детей в сети Интернет | постоянно | Администрация учреждения Ответственный сотрудник |
| 4.2. | Проведение единых родительских собраний (советов родителей) и других просветительских мероприятий для родителей (законных представителей) обучающихся по вопросам обеспечения информационной безопасности | По графику учреждения | Администрация учреждения Ответственный сотрудник |